Enterprise Risk Management

Risk Management is a relatively simple process that uses a familiar set of steps similar to the design process one is familiar with to analyse, assess and manage risk. The training module is structured around the International Standards Organization standards 31000 for Risk Management and 31010 for Risk Assessment. The module examines the individual components of an Enterprise Risk Management system, look at the way these can be put together into a framework, and how the framework can be used.
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